
LIGHT COMMERCE CREDIT UNION has learned that members are receiving phishing 

emails from lccu@nbmail.cunetbranch.cc 

 Do not click links in fraudulent emails  
 Do not forward the email to anyone else  
 Delete the email without responding  

Reminders for protecting yourself from a phishing attack: 

 Subscribe to anti-virus software and use up-to-date web browsers and operating 
systems with anti-phishing security features  

 Do not open attachments within unsolicited emails  
 Do not respond to emails, voicemails, or text messages that ask you to call a 

number and enter your account number and PIN, card number, social security 
number, or other sensitive info  

 If you have been tricked into giving out sensitive information, contact your 
financial institution and ask for assistance in protecting the funds in your 
account(s) 
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